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1. AMAÇ 

 

İşbu Özel Nitelikli Kişisel Verilerin Korunması ve İşlenmesi Politikası’nın (“Politika”) amacı, Anadolu 

Isuzu Otomotiv Sanayii ve Ticaret A.Ş.’nin (bundan böyle “Şirket” olarak anılacaktır) özel nitelikli 

kişisel verileri işlerken uymakla yükümlü olduğu 6698 sayılı Kişisel Verilerin Korunması Kanunu (“KVK 

Kanunu”), ilgili mevzuat ve Kişisel Verileri Koruma Kurulu’nun “Özel Nitelikli Kişisel Verilerin 

İşlenmesinde Veri Sorumlularınca Alınması Gereken Yeterli Önlemler” ile ilgili 31/01/2018 tarihli ve 

2018/10 sayılı kararı ve diğer ilgili kararları kapsamında benimsediği ilke ve uygulamaları ortaya 

koymak, özel nitelikli kişisel veri işleme faaliyetlerine dair şeffaflık sağlamak, gerekli teknik ve idari 

tedbirleri almak ve özel nitelikli kişisel verilere ilişkin olarak Şirket’in yükümlülüklerini yerine getirmesini 

sağlayarak ilgili kişileri bilgilendirmektir. Şirket, hukuka uygunluk, dürüstlük ve şeffaflık ilkelerine 

uygun olarak özel nitelikli kişisel verilerin güvenliğini sağlamak için mevzuat ve evrensel değerler 

doğrultusunda azami hassasiyeti göstermektedir. 

 

2. KAPSAM VE UYGULAMA 

 

İşbu Politika Şirket’in faaliyetleri kapsamında otomatik olan veya herhangi bir veri kayıt sisteminin 

parçası olmak kaydıyla otomatik olmayan yollarla özel nitelikli kişisel verilerin işlendiği tüm süreçleri 

ve özel nitelikli kişisel verilerin bulunduğu tüm uygulamaları, veri tabanlarını, kayıt ortamlarını 

kapsamaktadır. Özel nitelikli kişisel verilerin işlenmesi ve korunmasına ilişkin yürürlükteki mevzuat 

esas alınarak hazırlanan işbu Politika ile yürürlükte bulunan mevzuat arasında uyumsuzluk bulunması 

durumunda, yürürlükteki mevzuat uygulama alanı bulacaktır. 

 

Bu Politikada Şirket tarafından, hangi verilerin özel nitelikli kişisel veri olduğu, hangi özel nitelikli kişisel 

verilerin saklandığı, özel nitelikli kişisel verilerin korunmasına ilişkin alınan idari ve teknik tedbirler ile 

özel nitelikli kişisel verilerin işlenmesine, muhafaza edilmesine, ilgili kişilerin aydınlatılması ve 

bilgilendirilmesine, üçüncü kişilere aktarılması ve korunmasına ilişkin açıklamalara yer verilmektedir. 

 

İstatistiki değerlendirmeler veya çalışmalar amacıyla elde edilmiş, anonim hale getirilmiş ve artık 

herhangi bir gerçek kişiyle ilişkilendirilemeyen veriler ile tüzel kişilere ilişkin veriler ve KVK Kanunu 

kapsamında özel nitelikli kişisel veri sayılmayan diğer veriler, işbu Politika kapsamında değildir. 

 

 

 

 

 

3. TANIMLAR 

 

Açık Rıza Belirli bir konuya ilişkin, bilgilendirilmeye dayanan ve özgür 

iradeyle açıklanan rızadır. 

İlgili Kişi Kişisel verisi işlenen gerçek kişidir. 
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KVK Komitesi KVK Kanunu'na uyum için gerekli aksiyonların takibi ve 

yönetilmesi amacıyla ilgili departmanlardan üyelerin katılımıyla 

Şirket bünyesinde oluşturulmuş Kişisel Verilerin Korunması 

Komitesi’ni ifade eder. 

KVK Kurulu Kişisel Verileri Koruma Kurulu’nu ifade eder. 

KVK Kurumu Kişisel Verileri Koruma Kurumu’nu ifade eder. 

Kayıt Ortamı Tamamen veya kısmen otomatik olan ya da herhangi bir veri 

kayıt sisteminin parçası olmak kaydıyla otomatik olmayan 

yollarla işlenen kişisel verilerin bulunduğu her türlü ortamdır. 

Kişisel Veri Kimliği belirli veya belirlenebilir gerçek kişiye ilişkin her türlü 

bilgidir. 

Kişisel Verilerin 

Anonim Hale 

Getirilmesi 

Kişisel verilerin, başka verilerle eşleştirilerek dahi hiçbir surette 

kimliği belirli veya belirlenebilir bir gerçek kişiyle 

ilişkilendirilemeyecek hale getirilmesidir. 

Kişisel Verilerin 

Silinmesi 

Kişisel Verilerin ilgili kullanıcılar için hiçbir şekilde erişilemez ve 

tekrar kullanılamaz hale getirilmesi işlemidir. 

Kişisel Veri 

Envanteri 

Şirketin gerçekleştirmekte olduğu Kişisel Veri işleme 

faaliyetlerini; amaçlarını, veri kategorisi, aktarılan alıcı grubu 

ve ilgili kişi grubuyla ilişkilendirerek oluşturdukları ve Kişisel 

Verilerin işlendikleri amaçlar için gerekli olan azami süreyi, 

yabancı ülkelere aktarımı öngörülen Kişisel Verileri ve veri 

güvenliğine ilişkin alınan tedbirleri içeren ve mevzuata uygun 

usul ve esaslar çerçevesinde tutulan envanterdir. 

Kişisel Verilerin 

İşlenmesi 

Kişisel verilerin tamamen veya kısmen otomatik olan ya da 

herhangi bir veri kayıt sisteminin parçası olmak kaydıyla 

otomatik olmayan yollarla elde edilmesi, kaydedilmesi, 

depolanması, muhafaza edilmesi, değiştirilmesi, yeniden 

düzenlenmesi, açıklanması, aktarılması, devralınması, elde 

edilebilir hâle getirilmesi, sınıflandırılması ya da 

kullanılmasının engellenmesi gibi veriler üzerinde 

gerçekleştirilen her türlü işlemdir. 

Özel Nitelikli Kişisel 

Veri 

Irk, etnik köken, siyasi düşünce, felsefi inanç, din, mezhep 

veya diğer inançlar, kılık kıyafet, dernek, vakıf ya da sendika 

üyeliği, sağlık, cinsel hayat, ceza mahkumiyeti ve güvenlik 

tedbirleriyle ilgili veriler ile biyometrik ve genetik verilerdir. 

Politika ve 

Prosedürler 

Şirket’in KVK Kanunu’na uyum sağlamak üzere hazırladığı 

Politika ve Prosedürlerdir. 

Üçüncü Kişi Yukarıda tanımlanan taraflarla Şirket arasındaki ticari işlem 

güvenliğini sağlamak veya bahsi geçen tarafların haklarını 

korumak ve menfaat temin etmek üzere bu taraflarla ilişki 

içerisinde olan üçüncü gerçek kişilerdir. 
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VERBİS  KVK Kurulu tarafından tutulan veri sorumlularının kayıt olmak 

zorunda oldukları ve veri işleme faaliyetleri ile ilgili bilgileri 

beyan ettikleri bir kayıt sistemidir. 

Veri İşleyen Veri sorumlusunun verdiği yetkiye dayanarak onun adına 

kişisel veri işleyen gerçek veya tüzel kişidir.  

Veri Kayıt Sistemi Kişisel verilerin belirli kriterlere göre yapılandırılarak işlendiği 

kayıt sistemidir. 

Veri Sorumlusu Kişisel verilerin işlenme amaçlarını ve vasıtalarını belirleyen, 

verilerin sistematik bir şekilde tutulduğu yeri (veri kayıt sistemi) 

kuran ve yöneten gerçek veya tüzel kişi veri sorumlusudur.  

Kayıtlı Elektronik 

Posta (KEP) Adresi 

Elektronik iletilerin, gönderimi ve teslimatı da dahil olmak üzere 

kullanımına ilişkin olarak hukuki delil sağlayan, elektronik 

postanın nitelikli şeklidir. 

 

 

4. ROLLER VE SORUMLULUKLAR 

 

Şirket organizasyonundaki tüm departmanlar ve çalışanlar işbu Politika’ya uymaktan ve uyulmasını 

gözetmekten; Şirket KVK Komitesi ise bu Politika’nın hazırlanmasından, güncellenmesinden ve 

uygulatılmasından sorumludur.  

 

 

 

5. ÖZEL NİTELİKLİ KİŞİSEL VERİLERİN İŞLENMESİ 

 

KVK Kanunu uyarınca özel nitelikli kişisel veriler, kişilerin ırkı, etnik kökeni, siyasi düşüncesi, felsefi 

inancı, dini, mezhebi veya diğer inançları, kılık ve kıyafeti, dernek, vakıf ya da sendika üyeliği, sağlığı, 

cinsel hayatı, ceza mahkûmiyeti ve güvenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri 

olarak belirtilmiştir. 

 

Şirket, özel nitelikli kişisel verilerin işlenmesine ilişkin KVK Kanunu’nda düzenlenmiş temel ilke ve 

kuralları esas almakta olup tüm özel nitelikli kişisel veri işleme faaliyetlerini bu ilkelere uygun olarak 

gerçekleştirmektedir. Şirket, özel nitelikli kişisel verilerin hukuka uygun işlenmesini sağlamak için, 

gerekli teknik ve idari tedbirleri almaktadır. 

 

Şirket tarafından işlenen özel nitelikli kişisel veriler, organizasyon genelindeki tüm departmanların 

sorumluluğunda yürütülen periyodik kontroller ve güncellemelerle, Kişisel Veri Envanteri aracılığıyla 

takip edilmektedir ve Kişisel Veri Envanteri ilgili iş süreçlerine göre güncel tutulmaktadır. 

 

Şirket hukuka uygun olan Özel Nitelikli Kişisel Veri işleme amaçları doğrultusunda gerekli güvenlik 

önlemlerini alarak Özel Nitelikli Kişisel Verileri üçüncü kişilere aktarabilmektedir. Şirket, bu doğrultuda 

KVK Kanunu’nun 8. ve 9. maddesinde öngörülen düzenlemelere uygun hareket etmektedir. 
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5.1. Özel Nitelikli Kişisel Verilerin İşlenmesine İlişkin Genel İlkeler 

 

• Özel nitelikli kişisel veriler, (i) hukuka ve dürüstlük kurallarına uygun olma, (ii) doğru ve 

gerektiğinde güncel olma, (iii) belirli, açık ve meşru amaçlar için işlenme, (iv) işlendikleri amaçla 

bağlantılı, sınırlı ve ölçülü olma ve (v) ilgili mevzuatta öngörülen veya işlendikleri amaç için 

gerekli olan süre kadar muhafaza edilme ilkeleri uyarınca işlenmektedir. 

 

• Hukuka ve dürüstlük kurallarına uygunluk kapsamında özel nitelikli kişisel verilerin işlenmesi 

meşru bir hukuki temele dayanmaktadır; İlgili Kişi aleyhine sonuç doğuracak şekilde keyfi veya 

haksız bir biçimde gerçekleştirilmemektedir; İlgili Kişiler yeterli düzeyde bilgilendirilmektedir. 

 

• Şirket süreçleri kapsamında özel nitelikli kişisel veriler ancak belirli, açık ve meşru bir amaç 

için işlenmektedir. Özel nitelikli kişisel verilerin işlenmesi süreçlerinde belirlenen amaç ile 

doğrudan bağlantılı, sınırlı ve ölçülüdür. Süreçler kapsamında belirlenen amaçların 

gerçekleştirilmesiyle ilgili olmayan hallerde ve işlemenin zorunlu olmadığı durumlarda, gereksiz 

veri işleme faaliyetlerinden kaçınılmaktadır. 

 

• İşlenen özel nitelikli kişisel verilerin doğru ve güncel tutulması gerekmekte olup ilgili mevzuatta 

öngörülen veya işlendikleri amaç için gerekli olan süre kadar muhafaza edilmesi esastır. Bu 

kapsamda, ilgili mevzuatta özel nitelikli kişisel verilerin saklanması için belirlenen bir süre varsa 

bu süreye uyulur; mevzuatta belirlenen bir süre olmaması halinde ise veriler işlendikleri amaç 

için gerekli olan süre kadar muhafaza edilir. Yasada düzenlenen veya işleme amacı 

kapsamında belirlenen saklama süresinin sona ermesiyle birlikte, söz konusu veriler Şirket’in 

Kişisel Veri Saklama ve İmha Politikası çerçevesinde silinir, yok edilir veya anonim hale getirilir. 

 

5.2. Özel Nitelikli Kişisel Verilerin İşlenme Şartları 

 

KVK Kanunu’nun 6. maddesinde açıkça belirtildiği üzere, açıkça öngörülen istisnai hallerde özel 

nitelikli kişisel verilerin işlenmesi mümkündür. 

 

Şirket tarafından özel nitelikli kişisel verilerin işlenmesi yalnızca aşağıdaki hallerde ve KVK Kurulu 

tarafından belirlenen yeterli önlemlerin alınması şartı da dahil olmak üzere KVK Kanunu’nda belirtilen 

koşullara uygun olarak gerçekleştirilmektedir: 

 

• İlgili kişinin açık rızasının bulunması  

 

• Kanunlarda açıkça öngörülmesi  

 

• Fiili imkânsızlık nedeniyle rızasını açıklayamayacak durumda bulunan veya 

rızasına hukuki geçerlilik tanınmayan kişinin kendisinin ya da bir başkasının hayatı 

veya beden bütünlüğünün korunması için zorunlu olması 
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• İlgili Kişi tarafından kişisel verilerinin alenileştirilmiş olması ve alenileştirme 

iradesine uygun olması 

 

• Bir hakkın tesisi, kullanılması veya korunması için veri işlemenin zorunlu olması 

 

• Sır saklama yükümlülüğü altında bulunan kişiler veya yetkili kurum ve kuruluşlarca, 

kamu sağlığının korunması, koruyucu hekimlik, tıbbi teşhis, tedavi ve bakım 

hizmetlerinin yürütülmesi ile sağlık hizmetlerinin planlanması, yönetimi ve 

finansmanı amacıyla gerekli olması 

 

• İstihdam, iş sağlığı ve güvenliği, sosyal güvenlik, sosyal hizmetler ve sosyal yardım 

alanlarındaki hukuki yükümlülüklerin yerine getirilmesi için zorunlu olması 

 

• Siyasi, felsefi, dini veya sendikal amaçlarla kurulan vakıf, dernek ve diğer kâr amacı 

gütmeyen kuruluş ya da oluşumların, tâbi oldukları mevzuata ve amaçlarına uygun 

olmak, faaliyet alanlarıyla sınırlı olmak ve üçüncü kişilere açıklanmamak kaydıyla; 

mevcut veya eski üyelerine ve mensuplarına veyahut bu kuruluş ve oluşumlarla 

düzenli olarak temasta olan kişilere yönelik olması 

 

5.3. Özel Nitelikli Kişisel Verileri Elde Ederken İlgili Kişinin Aydınlatılması 

 

KVK Kanunu’nun 10. maddesi uyarınca, özel nitelikli kişisel veriler de dahil ancak bunlarla sınırlı 

olmamak üzere kişisel verilerin elde edilmesi esnasında veri sorumluları veya yetkilendirdiği kişiler 

tarafından ilgili kişilerin aydınlatılması gerekmektedir. Bu kapsamda, Şirket ilgili kişilere yönelik 

aydınlatma yükümlülüğünü yerine getirirken asgari olarak aşağıdaki unsurlar hakkında bilgi 

vermektedir: 

 

• Veri sorumlusunun ve varsa temsilcisinin kimliği 

 

• Kişisel verilerin hangi amaçla işleneceği 

 

• İşlenen kişisel verilerin kimlere ve hangi amaçla aktarılabileceği 

 

• Kişisel veri toplamanın yöntemi ve hukuki sebebi 

 

• KVK Kanunu’nun 11. maddesinde düzenlenerek ilgili kişilere tanınan haklar ve bu 

hakların ne şekilde kullanılabileceği 

Alternatif yöntem ve metotların benimsendiği haller hariç, Şirket tarafından aydınlatma 

yükümlülüğünün yerine getirilmesi için ilgili kişilere fiziksel ya da elektronik ortamda, sonradan 

kanıtlanabilir şekilde sunulan aydınlatma metinleri kullanılmaktadır. Özel Nitelikli Kişisel Verilerin 

işlendiği süreçlerde görev alan Şirket çalışanları, kişisel verilerin elde edilmesi öncesinde ilgili kişilere 

gerekli aydınlatma metinlerinin sunulduğu ve ilgili kişilerin bilgilendirildiğinden emin olmalıdır. 
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5.4. Özel Nitelikli Kişisel Verilerin İşlenme Amaçları 

 

Şirket, KVK Kanunu’nun 4. maddesinde yer alan ve yukarıda belirtilen genel ilkeler doğrultusunda ve 

KVK Kanunu’nun 6. maddesinde belirtilen veri işleme şartlarından en az birine dayalı ve sınırlı olarak, 

bunlara uygun bir şekilde özel nitelikli kişisel verileri işlemektedir. Şirket, KVK Kanunu’nun 10. 

maddesi ve ikincil mevzuat uyarınca ilgili kişi gruplarını ayrı ayrı, ilgili aydınlatma metinlerinde veri 

işleme kategorileri ve amaçları konusunda bilgilendirir.  

 

Kişisel veri kategorileri ile ilişkili işleme amaçları Veri Sorumluları Sicil Bilgi Sistemi’nde (VERBİS) 

beyan edilmiş ve sistem verbis.kvkk.gov.tr adresinde hem kamunun hem de tüm İlgili Kişilerin 

erişimine açık olarak tutulmaktadır. 

 

6. ÖZEL NİTELİKLİ KİŞİSEL VERİLERİN SAKLANMASI VE İMHASI  

 

KVK Kanunu’nun 7. maddesinde düzenlenen kişisel verilerin silinmesi, yok edilmesi veya anonim hale 

getirilmesi yükümlülüğü gereği, Şirket tarafından KVK Kanunu ve diğer mevzuat hükümlerine uygun 

olarak işlenmiş olmasına rağmen işlenmesini gerektiren sebeplerin ortadan kalkması halinde Özel 

Nitelikli Kişisel Veriler dahil tüm kişisel veriler, Şirketimizin re’sen vermiş olduğu karara veya kişisel 

İlgili Kişinin talebine istinaden silinir, yok edilir veya anonim hale getirilir. 

Kişisel verilerin saklanması ve imhasına ilişkin detaylı bilgilere ilişkin detaylı bilgiler Şirket’in Kişisel 

Veri Saklama ve İmha Politikası’nda yer almaktadır. 

 

7. ÖZEL NİTELİKLİ KİŞİSEL VERİLERİN GÜVENLİĞİNİN VE GİZLİLİĞİNİN SAĞLANMASI  

 

Şirketimiz tarafından Özel Nitelikli Kişisel Verilerin hukuka aykırı olarak açıklanmasını, erişimini, 

aktarılmasını veya başka şekillerde meydana gelebilecek güvenlik eksikliklerini önlemek için, imkanlar 

dahilinde, korunacak verinin niteliğine göre gerekli her türlü tedbir alınmaktadır. 

Bu kapsamda Şirketimiz tarafından gerekli her türlü idari ve teknik tedbirler alınmakta; ilgili tedbirler 

güncel KVK Kurulu kararlarına uygun şekilde gözden geçirilip güncellenmekte ve kişisel verilerin 

kanuni olmayan yollarla ifşası durumunda KVK Kanunu’nda öngörülen tedbirlere uygun olarak 

hareket edilmektedir. 

Bu bölümde ifade edilen veri güvenliği önlemleri, Özel Nitelikli Kişisel Verilerin işlenmesi esnasında 

Şirket tarafından alınacak asgari önlemlerdir. Bu önlemler, KVK Kurulu’nun 31/01/2018 Tarihli ve 

2018/10 Sayılı "Özel Nitelikli Kişisel Verilerin İşlenmesinde Veri Sorumlularınca Alınması Gereken 

Yeterli Önlemler" ile ilgili Kararı’na uygun şekilde belirlenmiştir ve KVK Kurulu tarafından bu konuda 

yayınlanan yeni kararlar olması halinde güncelleneceklerdir.    

Şirket’in halihazırda diğer süreçlerinde aldığı standart teknik ve idari veri güvenliği önlemleri, Özel 

Nitelikli Kişisel Verilerin işlendiği süreçler açısından uygun olduğu ölçüde alınmaya devam edilecektir. 
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8. ÖZEL NİTELİKLİ KİŞİSEL VERİLERİN İŞLENMESİNDE İDARİ VE TEKNİK TEDBİRLER

  

Şirket tarafından özel nitelikli kişisel verilerin işlenmesinde KVK Kurumu’nun internet sitesinde 

yayımlanan Kişisel Veri Güvenliği Rehberinde belirtilen uygun güvenlik düzeyini temin etmeye yönelik 

teknik ve idari tedbirler alınmaktadır. Şirket’in bilgi güvenliğinden sorumlu departman tarafından teknik 

tedbirlerin kontrolleri gerçekleştirilmekle beraber, bu tedbirlerin veri işleyen ilgili iş birimi tarafından 

uygulanması ve gerekli hallerde bilgi güvenliğinden sorumlu departmana talepte bulunması esastır. 

 

Şirketimiz tarafından yürütülen Özel Nitelikli Kişisel Veri işleme faaliyeti kapsamında, Özel Nitelikli 

Kişisel Verilerin hukuka aykırı olarak yetkisiz kimseler tarafından elde edilmesi durumunda, durum 

KVK Kurulu’nun 24.01.2019 tarih ve 2019/10 sayılı kararına uygun biçimde KVK Kurulu’na en geç 72 

(yetmiş iki) saat içerisinde bildirilecek ve ihlalden etkilenen ilgili kişilere mümkün olan en kısa süre 

içerisinde bilgilendirme yapılacaktır. 

 

Ayrıca KVK Kurulu tarafından belirlenen ve aşağıda sayılan ek teknik ve idari tedbirler de 

alınmaktadır: 

 

• Özel nitelikli kişisel verilerin işlenmesi süreçlerinde yer alan çalışanlara yönelik; 

 

- Özel nitelikli kişisel veri güvenliği konularında düzenli olarak eğitimler verilmektedir. 

 

- İş sözleşmeleri kapsamında gizlilik hükümleri imzalatılmakta ve ihlal halinde uygulanacak 

disiplin prosedürleri kurgulanmaktadır. 

 

- Verilere erişim yetkisine sahip kullanıcıların, yetki kapsamları ve süreleri net olarak 

tanımlanmaktadır. 

 

- Periyodik olarak yetki kontrolleri gerçekleştirilmektedir. 

 

- Görev değişikliği olan ya da işten ayrılan çalışanların bu alandaki yetkilerinin derhal 

kaldırılması ve bu kapsamda, kendisine tahsis edilen envanterin iade alınması sağlanmaktadır. 

 

• Özel nitelikli kişisel verilerin işlendiği, muhafaza edildiği ve/veya erişildiği ortamlar, 

elektronik ortam ise; 

 

- Veriler kriptografik yöntemler kullanılarak muhafaza edilmektedir. 

 

- Kriptografik anahtarlar güvenli ve farklı ortamlarda tutulmaktadır. 

 

- Veriler üzerinde gerçekleştirilen tüm hareketlerin işlem kayıtları güvenli olarak loglanmaktadır. 

 

- Verilerin bulunduğu ortamlara ait güvenlik güncellemeleri sürekli takip edilmektedir, gerekli 

güvenlik testleri düzenli olarak gerçekleştirilmektedir ve test sonuçları kayıt altına alınmaktadır. 
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- Verilere bir yazılım aracılığı ile erişildiği hallerde ilgili yazılıma ait kullanıcı yetkilendirmeleri 

yapılmaktadır, bu yazılımların güvenlik testleri düzenli olarak gerçekleştirilmektedir ve test 

sonuçları kayıt altına alınmaktadır. 

 

- Verilere uzaktan erişim gereken hallerde en az iki kademeli kimlik doğrulama sistemi 

sağlanmaktadır. 

 

• Özel nitelikli kişisel verilerin işlendiği, muhafaza edildiği ve/veya erişildiği ortamlar, 

fiziksel ortam ise; 

 

- Özel nitelikli kişisel verilerin bulunduğu ortamın niteliğine göre yeterli güvenlik önlemlerinin 

(elektrik kaçağı, yangın, su baskını, hırsızlık vb. durumlara karşı) alındığından emin 

olunmaktadır. 

 

- İlgili fiziksel ortamların fiziksel güvenliği sağlanarak yetkisiz giriş çıkışlar engellenmektedir. 

 

• Özel nitelikli kişisel verilerin aktarıldığı hallerde; 

 

- Verilerin e-posta yoluyla aktarılması gerekiyorsa şifreli olarak kurumsal e-posta adresi veya 

Kayıtlı Elektronik Posta (KEP) hesabı kullanılarak aktarılmaktadır. 

 

- Taşınabilir Bellek, CD, DVD gibi ortamlar yoluyla aktarılması gerekiyorsa kriptografik 

yöntemlerle şifrelenmektedir ve kriptografik anahtar farklı ortamda tutulmaktadır. 

 

- Farklı fiziksel ortamlardaki sunucular arasında aktarma gerçekleştiriliyorsa, sunucular 

arasında VPN kurularak veya sFTP yöntemiyle veri aktarımı gerçekleştirilmektedir. Bu sayede 

ağ güvenliği sağlanmakta ve aktarım esnasındaki siber riskler azaltılmaktadır. 

 

- Verilerin kağıt ortamı yoluyla aktarımı gerekiyorsa evrakın çalınması, kaybolması ya da 

yetkisiz kişiler tarafından görülmesi gibi risklere karşı gerekli önlemler alınarak evrak “gizlilik 

dereceli belgeler” formatında gönderilmektedir. 

 

9. İLGİLİ DOKÜMANLAR 

 

Bu Politika, Şirket nezdinde Kişisel Verilerin korunması ve işlenmesine ilişkin aşağıdaki politika 

ve prosedürler başta olmak üzere yürürlüğe konmuş diğer tüm Politika ve Prosedürler ile birlikte 

ele alınmalıdır. 

 

• Anadolu Grubu BT Standartları Kılavuzu 

• Kişisel Verilerin Korunması ve İşlenmesi Politikası 

• Kişisel Veri Saklama ve İmha Politikası 

 

10. SON HÜKÜMLER 
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İşbu Politika, KVK Komitesi tarafından her yıl en az bir defa gözden geçirilerek gerekli olması halinde 

güncellenecektir. İşbu Politika’nın yürürlüğe girmesi, değiştirilmesi, yürütülmesi ve yürürlükten 

kaldırılması hususlarında KVK Komitesi yetkili ve sorumludur. 

 

Bu Politika’nın herhangi bir bölümü ile yürürlükteki mevzuat arasında bir çelişki olması veya ortaya 

çıkması durumunda, Politika’nın bu belirli kısmı yerine yürürlükteki mevzuat hükümleri geçerli 

olacaktır. 

 

İşbu Politika, KVK Komitesi tarafından hazırlanarak onaylanmış ve en son 29/12/2025 tarihinde 

güncellenmiştir. İşbu Politika’nın Türkçe dışında başka bir dile çevrilmesi durumunda iki metin 

arasındaki farklı ifadelerde her zaman Türkçe metni dikkate alınacaktır. İşbu Politika Anadolu Isuzu 

Otomotiv Sanayii ve Ticaret A.Ş.’nin yazılı izni olmaksızın çoğaltılamaz, kopyalanamaz, dağıtılamaz. 


